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Our domain

Security and IT problems

The problems we are closest to

Problems we face daily

Certainty

Others involved

Legal, HR and Board problems
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Happens less often

Uncertainty
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LESSONS 
LEARNED

3 Culture counts

Playbooks crack 
under pressure

Leadership
matters
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